
Optimizing security, reducing risks, increasing availability 

and performance – objectives critical for success can be 

achieved much more effectively and sustainably by establi-

shing a management system acc. to the international Secu-

rity Standard ISO/IEC 27001. The whole field of information 

security develops dynamically. Incidents, which range from 

global virus attacks to severe data losses, have made people 

aware of the necessity of controllable information security 

management systems (ISMS). As CIS General Manager Erich 

Scheiber stresses: “More and more leaders regard professio-

nal information security acc. to ISO 27001 as being a crucial 

Business Need.”

ISO 27001: Security pays off

The comprehensive framework of the Certification Standard 

ISO 27001 and the Implementation Guide ISO 27002 makes 

it possible to establish an ISMS “of a piece”. 

The structured process approach helps to avoid problems 

caused by gradual single actions. Security gaps are assessed 

and minimized systematically. Risk analysis shows the specific 

security needs, profitability being an important criterion for 

implementing measures.

Unique worldwide: the Certificate

ISO 27001 is the only standard for information security 

worldwide that is certifiable and thus offers real competitive 

advantages and saves single evidence. Sector and topic specific 

supplementary standards of the ISO 27k Series, which are 

continually being further developed, serve as an implementa-

tion aid. As for the contents, ISO 27001 does not only include 

aspects relating to technical IT security but also organizational, 

personal and physical aspects, which range from people aware-

ness to fire protection. Information security starts on one’s own 

desk and ends in the fail-proof computing centre.

CIS Training Courses:

ISO 27001 Security 
Implementing, controlling, improving Information Security Management Systems 

Trainings acc. to ISO 27001



As an IS Manager, you will take the central position within the 

company where management and technological competence are 

equally required. You will autonomously take care of establi-

shing, implementing and continually improving the information 

security management system (ISMS) and act as an interface 

between the top managerial level and the operational business 

areas. This CIS Course will safely take you to your goal – it 

imparts all the key elements of the international standard 

ISO/IEC 27001 as well as its correct interpretation and imple-

mentation in a compact and practice oriented manner. CIS is 

accredited for personnel certification. This means the Certificates 

for Individuals that are issued by CIS equal documents reco-

gnized on a national and international scale. 

As the requirements placed on Information Security Managers 

are so high, the bow of the contents of the training is bent quite 

far. The course includes three modules, which can be attended 

independently one from another:

•  the Standards ISO 27001 / ISO 27002

•  psychological bases for IS Managers

•  legal bases

After successful completion of the examination you will obtain 

the recognized Certificate “Information Security Manager  acc. 

to ISO 27001”. As a certified IS Manager, you will also meet 

the requirements for participating in the continuing IS Auditor 

Training offered by CIS.

CIS Course: IS Manager ISO 27001 

Participation fee: 
The participation fee for the overall course IS Manager, 
including examination and certification, differs from country to 
country. Please have a look on the specific regional
website, which you can find on the last page.

The ISMS Standards ISO 27001-27002
2 days

Psychological Bases for IS Managers
1 day

Legal Bases for IS Managers
1 day

Exam IS Manager
1 hour

Certificate IS Manager

Information Security Manager ISO 27001

Establishing and controlling the ISMS



The Training Courses IS Auditor is the ideal supplement for 

trained IS Managers. For as an auditor, you can conduct all 

internal audits yourself and also optimally prepare a company 

for external audits by using the methods imparted in the course. 

As an IS Auditor, you are the “top instance” for ISM Systems 

within the company. You will review information security for its 

conformity to the standard and elaborate opportunities for im-

provement before the CIS Certificate for the best possible level of 

security acc. to ISO/IEC 27001 is granted or prolonged. Internal 

audits stand the test as powerful tools to sustainably increase 

profitability and efficiency of the ISMS. CIS is accredited for 

personnel certification. This means the Certificates for Individuals 

that are issued by CIS equal documents recognized on a national 

and international scale.

The training for IS Auditors is made up of two modules:

•  psychological bases for IS Auditors

•  audit techniques

In order to be allowed to participate, you need a valid 

Certificate as an IS Manager and a positive completion of the 

technical entrance examination. The contents for the examina-

tion will be elaborated at self studies and include about 1,000 

questions and answers. Thus a high qualification level of the 

auditors is guaranteed. The training opens up job opportunities 

in a growing market. 

Information Security Auditor ISO 27001

CIS Course: IS Auditor ISO 27001 

Participation fee: 
The participation fee for the overall course IS Auditor, 
including examination and certification, differs from country to 
country. Please have a look on the specific regional 
website, which you can find on the last page.

Reviewing and improving the ISMS

Technical Introductory Examination
2 hours

Psychological Bases for IS Auditors
2 days

Audit techniques
1 day

Exam IS Auditor
1 hour

Certificate IS Auditor



As a Certification Body acting globally, CIS is present for you 

in more than 30 nations. Thanks to our local branch offices, 

representatives and our partner Quality Austria, you will optimal-

ly be attended to at the site. CIS Courses about ISO/IEC 27001 

and ISO/IEC 20000 impart proven technical knowledge directly 

coming from the Certification Body. Our lecturers meet the 

complex requirements thanks to their technological competence 

and management competence: In their full-time jobs, they are 

active in the same segment themselves. Like this our trainers 

guarantee you practice oriented trainings on a top level. Thanks 

to accreditation of CIS – by the Austrian Ministry for Economic 

Affairs, Family and Youth for ISO 27001 and APMG for ISO 

20000 – CIS Certificates for Individuals are regarded as being 

documents that are recognized on a national and international 

scale and are renowned all over the world. Please find the main 

CIS locations on the right side. Further locations can be looked 

up on our website: www.cis-cert.com/CIS-International.

Austria - Headquarters: CIS - Certification & Information 

Security Services GmbH, Vienna, Ph: +43 (0)1 532 98 90

office@cis-cert.com  -  www.cis-cert.com

China: TCIC Global Certification Ltd. 

Burnaby, Canada, Ph: +1 604 288 5720

office.cn@cis-cert.com  -  www.cis-cert.com/cn  

Czech: CIS - Certification & Information

Security Services s.r.o., Prague, Ph: (+420) 284 007 503

office.cz@cis-cert.com  -  www.cis-cert.com/cz

Hungary / Magyarország: CIS Információ Biztonságtechnikai 

Szolgáltató és Tanúsító Kft., Budapest

office.hu@cis-cert.com  -  www.cis-cert.com/hu

Macedonia : CIS - Macedonia Certification &

Information Security Services, d.o.o., Skopje

office.mk@cis-cert.co  -  www.cis-cert.com/mk

Poland / Polska: CIS - Certification & Information

Security Services Sp. z.o.o., Mikołów

office.pl@cis-cert.com  -  www.cis-cert.com/pl

Slovakia / Slovensko: Ideex Plus, s.r.o 

Košice, Ph: +421 55 72 97 401

office.sk@cis-cert.com  -  www.cis-cert.com/sk

Switzerland: CIS – Certification & Information

Security Services AG, Zurich Ph: +41 44 21009 50

office.ch@cis-cert.com  -  www.cis-cert.com/ch

Trainings acc. to ISO 27001

CIS International:

Trainings Worldwide 

Your CIS Partner 
in Your Region

Top trainers impart first-hand knowledge in a practice oriented way 


